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Abstract: The solution provides description and procedures to support 3rd Party-defined AIoT device ID. 
1. Introduction/Discussion
In line with the scenario 2 documented in sol#2 (S2-2406704), this contribution provides more detailed information on how to re-home the AIoT device subscription from one network to another network so to enable the local AIoT network to control the AIoT service operation locally.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-13.
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[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157661585][bookmark: _Toc160698671][bookmark: _Toc164844065]6.X.1	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687]The scenario 2 in sol#2 that Ambient IoT Device is assigned with only 3rd Party-defined AIoT device ID assumes that ownership, location and network for the AIoT Device can change anytime in the supply chain, and those changes are not known in advance and should not bring any AIoT Device profile changes. In order to enable the Ambient IoT device to be operated by a third party via any target AIoT Network, there is a need to offer the device subscription provisioning service to allow the 3rd Party (i.e., the owner of the device) to re-home the management to different target AIoT networks as the Ambient IoT device travels through the supply chain. The 3rd party will take care to transfer the 3rd Party-defined AIoT device ID and device profile to the new network that is assigned to manage the device, and, as appropriate, request the current network managing the device to remove the device profile for the Ambient IoT Device being transferred. The AIoT network performs Ambient IoT service operation (inventory, read, write, disable) by using the application-defined identifier based on the service request from the 3rd Party in order to support communication between the 3rd party and the Ambient IoT Device via the 5G network. The AIoT network takes the control of such AIoT service operation by performing Authorization of the AF request, Device ID validation and charging data collection.
The AIoT network can offer device subscription provisioning service via OAM or via NEF exposure. In the latter case, the NEF exposes the AIoT_Provision service or AIoT_DeProvision service towards the 3rd party to allow the dynamic manipulation of the AIoT device’s subscription-like information within the AIoT network where the AIoT device is about to be deployed. See clause 6.x.2.1 for the case that the device profile is provisioned as subscription-like information at the UDM of the local AIoT network.
Alternatively, the 3rd party can delegate the Ambient IoT device profile to the credential holders (e.g., AAA Server) that has service agreement with the 3rd party and the target AIoT network. See clause 6.x.2.2 for the case that the device profile is stored in the Credential Holder (e.g., AAA Server) external to the local AIoT Network.
[bookmark: _Toc157661586][bookmark: _Toc160698672][bookmark: _Toc164844066]6.X.2	Procedures
6.x.2.1	Procedures with local UDM for AIoT Device with 3rd party-defined AIoT device ID 
The NEF exposes the AIoT_Provision service or AIoT_DeProvision service towards the 3rd party to allow the dynamic manipulation of the AIoT device subscription within the AIoT network where the AIoT device is about to be deployed.
-	When the 3rd party initializes the AIoT device and attaches it to the goods, the 3rd party invokes the AIoT_Provision service to insert the AIoT device profile into target AIoT network where the AIoT device is going to work.
-	When the 3rd party transfers the goods together with the linked AIoT device to the next owner, the 3rd party also transfers the AIoT device profile to the new owner, and invokes the AIoT_DeProvision service to remove the AIoT device profile from the AIoT network where the AIoT device is going to leave.
-	When the 3rd party obtains the goods together with the linked AIoT device, at the same time, the 3rd party obtains the AIoT device profile, the 3rd party invokes the AIoT_Provision service to insert the AIoT device profile into target AIoT network where the AIoT device is going to work.
Figure 6.x.2.1-1 depicts the AIoT Network Architecture with local UDM for AIoT Device with 3rd party-defined AIoT device ID.


Figure 6.X.2.1-1: AIoT Network Architecture with UDM for AIoT Device with 3rd party-defined AIoT device ID
Figure 6.X.2.1-2 depicts the procedures for support initial provisioning of the AIoT Device within the AIoT Network. This procedure is used to insert the AIoT device profile as device’s subscription-like information into target AIoT network when the 3rd party initializes the AIoT device and attach it to the goods.


Figure 6.X.2.1-2: Procedures for initial provisioning of the AIoT Device within the AIoT Network
1.	AF assigns the AIoT Device ID and sends AIoT_Provision service operation request to NEF, carrying the AF ID, AIoT Device ID, service control information, etc.
2.	NEF discovers and selects the UDM via NRF or local configuration, e.g., based on AF ID.
3.	NEF sends the AIoT_Provision service operation request (AF ID, AIoT Device ID, allowed AIoT Device ID information within service control information) to UDM. 
UDM performs the performs the permission control of the AIoT_Provision service operation request based on the operator policy, service agreement between the AF and the operator etc. If authorized, the UDM updates the subscription-like information and allocates the UDM routing indicator, meanwhile, the UDM updates the service control information indexed by the AF ID. 
4.	NEF sends the AIoT_Provision service operation response (result, UDM routing indicator) to NEF. If provisioned successfully, the AF will store the received UDM routing indicator for subsequent invocation of AIoT service e.g., inventory, read, write, disable.
Figure 6.x.2.1-3 depicts the procedures for support re-homing of the management to AIoT Device. This is used to re-home the AIoT Device profile from one AIoT Network to anther when the 3rd party transfers the goods together with the linked AIoT device to the next owner.


Figure 6.X.2.1-3: Procedures for re-homing of the management to AIoT Device
1.	AF-1 sends AIoT_DeProvision service operation request to NEF of AIoT Network A, carrying the AF-1 ID, AIoT Device ID, UDM routing indicator, allowed AIoT Device ID information within service control information.
2.	NEF of AIoT Network A discovers and selects the UDM within AIoT Network A based on UDM routing indicator.
3.	NEF of AIoT Network A sends the AIoT_DeProvision service operation request (AF-1 ID, AIoT Device ID) to UDM of AIoT Network A. 
UDM of AIoT Network A performs the performs the permission control of the AIoT_DeProvision service operation request based on the operator policy, service agreement between the AF and the operator etc. If authorized, the UDM of AIoT Network A removes the subscription-like information indexed by the AIoT Device ID and updates the service control information indexed by the AF ID. 
UDM of AIoT Network A sends the AIoT_DeProvision service operation response (result) to NEF of AIoT Network A.
4.	NEF of AIoT Network A sends the AIoT_DeProvision service operation response to AF-1, including the result. If succeed, the AF-1 transfers the corresponding device profile to the new owner AF-2 via mechanism out of 3GPP.
AF-2 obtains the AIoT device profile from AF-1 via mechanism out of 3GPP. AF-2 provisions the AIoT Device profile within the AIoT Network B. Step 5~8 is same as the step 1~4 of figure 6.X.2.1-2.
6.X.2.2	Procedures with external CH for AIoT Device with 3rd party-defined AIoT device ID 
The AIoT device profile(s) are stored in the Credential Holder e.g., AAA Server. The 3rd Party can manipulate the AIoT device profile(s) in the credential holder via mechanism out of 3GPP. When the 3rd party invokes AIoT services in the AIoT Network, it instructs the AIoT Network to address to the Credential Holder to perform control of the AIoT service.
-	When the 3rd party initializes the AIoT device and attaches it to the goods, the 3rd party inserts the AIoT device profile e.g., AIoT Device ID, security materials, and service control information into the Credential Holder using mechanism out of 3GPP
-	When the 3rd party transfers the goods together with the linked AIoT device to the next owner, the 3rd party also transfers the address of the Credential Holder that stores the AIoT device profile to the new owner. The next owner can 1) continue to use such address in the new AIoT network where the AIoT device is going to work if there is service agreement between the new AIoT network and the Credential Holder, or 2) move the device profile from previous Credential Holder to another Credential Holder which has service agreement with the new AIoT network, and use the address of the new Credential Holder.
-	Optionally, the 3rd party can utilize the AIoT_Provision service to insert the AIoT Device ID, the address of the Credential Holder into UDM as device’s subscription-like information.
-	When the 3rd Party requests the AIoT Network to perform Ambient IoT service operation, the AIoT Network contacts the external credential holders (indicated by AAA of the Credential Holder in AF request or device’s subscription-like information) to perform the control of the AIoT service.
Figure 6.X.2.2-1 depicts the AIoT Network Architecture with external Credential Holder for AIoT Device with 3rd party-defined AIoT device ID.


Figure 6.X.2.2-1: AIoT Network Architecture with external Credential Holder for AIoT Device with 3rd party-defined AIoT device ID
6.X.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing services, entities and interfaces.
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